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Be cautious of unexpected emails or text messages that ask you to click on a 
link or provide personal or financial information.

Avoid clicking on links or downloading attachments from unknown or 
suspicious sources.

Always verify the authenticity of the message by contacting your bank 
directly using a verified phone number or email.

Do not respond to or engage with suspicious messages, as this may confirm 
your contact information to scammers.

PHISHING

Do not share any sensitive information via email or text message, even if it 
appears to be from your bank.


